
Office of the ICTS Directorate
Internal Memo

From : Manager ICTS Ref :  TUM/ICTS/AD/09.VOL.4 (98)

To : All Students Date :   8th November, 2021

Subject:  Misuse of University Student Emails

The above subject refers. 

Last year, the University issued Institutional emails to all their students. Unfortunately,

only a fraction of the students has accessed their emails. 

It has come to our attention that some students are engaged in illegal activities such as

transmitting pornographic  materials  using the University emails  and when they are

detected and blocked, they use other students’ emails to do these illicit activities. 

This contravenes the University policies, rules and regulations. In addition, this is an

offence under the Computer Misuse and Cybercrime Act, 2018 and if convicted, you

face a risk of a fine not exceeding Twenty-five Million shillings or to imprisonment for a

term not exceeding Twenty years or both.

The system has captured a number of students’ emails that have been involved in this

activity and their details will be shared with security agencies for further investigation

and appropriate action.

Therefore, all students are requested to immediately change their email passwords to

prevent any further risk of exposing their email account to illegal activities.

If you have any queries, kindly reach the undersigned. 

Mohamed Swaleh

Manager ICTS

c.c. DVC AFP, ARE, Dean of Students
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